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Aims to the session
▪Apps, games & PEGI levels

▪Safety & Parental controls

▪Websites & what to look out for

▪Awareness of accessibility

▪Online at school

▪Advice & Prevention



Apps
What devices & apps are your children using?

Facebook, Facebook Messenger, Twitter, 

Viber, Instagram, Snapchat, TikTok, 

WhatsApp, Vine, Omegle, Oovo, Skype etc…

Good habits for parents – keeping children safe











Safety - Stay up to date 
➢Know the game – SEE the game!  Building good relationships about gaming 
conversations and what happens online.

➢Rules  - clear boundaries and expectations.  (rooms, doors, new friends, times 
etc)

➢Parental controls – family link

➢Praise!

➢Check app store  for new apps – talk together and check NOS



Websites
There are so many websites!

Ask.fm – question(anonymous) and answer board  

MyLol, Yubo, Skout, Bumbledate, Happn – online dating for 13-20!

Twitch – Live game streaming from your computer. 

Discord, Whatsapp, Snapchat – communication forums

http://www.chicagonow.com/tween-us/2013/10/facts-about-ask-fm-parents/
http://www.gloucestercitizen.co.uk/Teens-using-MyLol-com-instead-playground-despite/story-20500010-detail/story.html
https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0CAcQjRxqFQoTCJqS6pr8wsgCFQGXFAodSncOkg&url=https%3A%2F%2Ftwitter.com%2Ftwitchsupport&bvm=bv.105039540,d.d24&psig=AFQjCNGv6eT8S_aOJCVCAc-RBR6y5HpEHg&ust=1444946725000818


Be aware of…
➢Phishing – looks real

➢Fraud –purchase set up?!

➢Grooming 

➢Sexting

➢Cyber-bullying



Sexting
Children as young as 8 years old have sent 
naked photos.

Breaking the law  - child pornography.

Snapchat - send a picture and it disappears, 
but it can be copied.

Is illegal, can be prosecuted, on Sex Offenders 
Register, can affect future jobs

We need to get children to think:

Would I send the picture to a stranger walking 
down the street?  

Would I want my next door neighbour/ nan 
seeing this?

Thousands of children under 14 have
been investigated by police for sexting

More than 6,000 children under 14 have been investigated by police 
for sexting offences in the past three years, including more than 300 
of primary school age, the Guardian has learned.
Figures disclosed by 27 police forces in England and Wales revealed 
306 cases of children under 10, including some as young as four, 
being investigated on suspicion of taking or sharing indecent images 
of themselves or other minors since 2017.
In one case, a nine-year-old boy was recorded on a police database 
for sending a naked selfie to a girl on Facebook Messenger. In 
another, a nine-year-old girl was recorded as an “offender” for 
sending images to someone on Instagram.



Accessibility
➢Apps are free

➢Internet available almost anywhere, bedroom, library, friends house…

➢Phone, tablet, computers, game consoles…

➢Difficult to control



e-safety in school
➢Internet is filtered  - restricts access to 
inappropriate material and websites

➢All children sign a class charter  - Using the 
Internet safely

➢E-safety regularly in class but also a 
designated  week,  Anti-bullying month 
includes cyberbullying

➢Regularly revisited throughout the year, 
during computing and PSHE lessons

Using the Internet Safely Whole Class Agreement:

I agree to follow these rules when using the Internet in school

1.   I will mainly use the Internet to help with my school work.

2.   I will only contact other Internet users with the permission of my teacher.

3.   I will never tell anyone any personal details about myself or other people [e.g. 
age, phone number, address, etc.]

4.   I will only use links on the school website, or those provided by my teacher.

5.   I will only use a search engine with the permission of my teacher.

6.   I will not access any social media, chat rooms or MSN messenger from a school 
computer.

7.   I will not download or upload any files or images without permission.

8.   If I am upset by anything I discover while using the Internet I will tell a teacher 
immediately.

9.   I agree to be a responsible user of the Internet and use it to help me develop my 
understanding  and learn new things.
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Online issues in primary schools

• Making TikTok videos about others

• WhatsApp groups – discussions

• Phoning pupils and hiding their numbers

• Excluding pupils/adding without permission

• Owning a YouTube account -legal age is 17 (or 13 with parental 
support)

• Making videos at home in local surroundings



Advice & Prevention

Parent locks/controls on  - see CEOP site

Set privacy settings  - invite only

Monitor what your children are using

Understanding acronyms used by 

children - www.urbandictionary.com




